
Kf;fpa epjpj; juT
2023 khu;r; 31 ,y; Kbtile;j tUlj;jpw;fhdJ (jzpf;if nra;ag;gl;lJ) 

&gh kpy;ypadpy; 01.04.2022 Kjy;
03.31.2023 tiu

01.04.2021 Kjy;
03.31.2022 tiu

tl;b tUkhdk;  3,925  2,945 

tl;br; nryT  (3,891)  (1,593)

Njwpa tl;b tUkhdk;  34  1,352 

th;j;jfg;gLj;jy; eltbf;iffspypUe;jhd ,yhgk;÷(el;lk;)  14  -   

Vida tUkhdk;  260  259 

njhopw;ghl;L nrytpdq;fs; (ngWkjp ,og;G ePq;fyhf) (1,493) (1,337)

ngWkjp ,og;G (1,810) (1,210)

thpf;FKd;duhd ,yhgk;/ (el;lk;)  (2,995)  (936)

thpfs ;*  -    -   

thpf;Fg; gpd;duhd ,yhgk;/ (el;lk;)  (2,995)  (936)

*Neubaw;w thpfs; (epjpr;Nrit kPjhd ng.Nr.t Nghd;w) kw;Wk; Neub thpfs; (epWtd tUkhd thp) cs;slq;fyhf

Kf;fpa epjpj; juT
2023 khu;r; 31 jpfjpf;F cs;sthW (jzpf;if nra;ag;gl;lJ)

&gh kpy;ypadpy; 31/03/2023
jpfjpf;F cs;sthW

31/03/2022
jpfjpf;F cs;sthW

nrhj;Jf;fs;

fhR kw;Wk; tq;fp kPjpfs;  494  438 

epjp nrhj;Jf;fs; yhgk; my;yJ ,og;G %yk; epahakhd kjpg;gpy; mstplg;gl;lit (FVTPL)  316  -   

mur gpizaq;fs;  1,891  1,457 

njhlh;ghd jug;gpdhplkpUe;J tu Ntz;bait  3  4 

fld;fs; (njhlh;ghd jug;gpdhplkpUe;J tuNtz;bait ePq;fyhf)  16,658  20,585 

gq;Fhpik %yjdj;jpYs;s KjyPLfs;  0  0 

nrhj;Jf;fs;> nghwpfs; kw;Wk; rhjdq;fs;  510  609 

Vida nrhj;Jf;fs;  2,310  2,286 

nkhj;jr; nrhj;Jf;fs;  22,182  25,379 

nghWg;Gf;fs;

tq;fpfSf;F nrYj;jNtz;bait  185  605 

njhlh;ghd jug;gpdUf;F nrYj;jNtz;bait  26  42 

thbf;ifahsh;fsplkpUe;jhd itg;Gf;fs;  12,431  15,582 

Vida fld;ghLfs;  6,766  4,240 

Vida nghWg;Gf;fs;  537  547 

nkhj;jg; nghWg;Gf;fs;  19,946  21,015 

gq;Fhpik %yjdk;

$wg;gl;l %yjdk;  7,598  6,746 

epajp xJf;F epjpak;  260  260 

gpbj;Jitf;fg;gl;l tUtha;fs;  (7,544)  (2,804)

Vida xJf;Ffs;  1,922  160 

nkhj;j gq;Fhpik %yjdk;  2,236  4,363 

gq;nfhd;wpw;fhd Njwpa nrhj;Jg; ngWkjp  3.67  8.86 

Fwpg;G :$wg;gl;l njhif ngWkjp ,og;G kw;Wk; Nja;khdk; ePq;fyhditahFk;.

Nju;e;njLf;fg;gl;l nray;jpwd; Fwpfhl;bfs;
2023 khu;r; 31 jpfjpf;F cs;sthW (jzpf;if nra;ag;gl;lJ)

tplak; 31/03/2023
jpfjpf;F cs;sthW

31/03/2022
jpfjpf;F cs;sthW

cz;ik NjitahdJ cz;ik NjitahdJ

xOq;FKiwg;gLj;jy; %yjdg; NghJik

mLf;F 1 %yjd NghJik tpfpjk; -1.1% 8.5% 7.1% 7.0%
nkhj;j %yjd NghJik tpfpjk; 0.6% 12.5% 12.1% 11.0%
itg;G nghWg;Gf;fSf;fhd %yjd epjpa tpfpjk; 17.8% 10.0% 27.6% 10.0%

fld; nrhj;Jg;gl;baypd; juk; (%)

nkhj;jr; nraw;glhf; fld;fspd; tpfpjk; 37.4% 27.2%
Njwpa nraw;glhf; fld;fspd; tpfpjk; 10.9% 6.0%
ika %yjd tpfpjj;jpw;fhd Njwpa nraw;glhf; 79.0% 26.5%
fld;fspd; tpfpjk; 62.5% 62.4%

,yhgj;jd;ik (%)

Njwpa tl;b ,yhgk; 0.1% 5.8%
nrhj;Jf;fs; kPjhd tUtha; -12.6% -4.0%
gq;Fhpik %yjdk; kPjhd tUtha; -90.8% -25.3%
tUkhdj;jpw;fhd nryT tpfpjk; 508.0% 83.0%

jputj;jd;ik (%)

Njitahd jputr; nrhj;JfSf;fhd fpilf;fj;jf;f jputr; nrhj;J (Fiwe;jgl;rk; 100%) 132.2% 101.1%
ntspthhp epjpaj;jpw;fhd jputr; nrhj;Jf;fs; 12.8% 9.0%

tpQ;Qhgdj; jfty;fs;

fpisfspd; vz;zpf;if 30 33
ntspthhp nfhLfld; jukply; *  [SL] BB (Stable) 

fle;j 6 khjq;fspy; tpjpf;fg;gl;l xOq;FKiwg;gLj;jy; jz;lq;fs; (x)

njhif (&.kpy;ypadpy;) - -

xOq;FKiwg;gLj;jy; itg;Gf; fl;Lg;ghLfs;

nkhj;j itg;Gf;fs; kPjhd cr;r vy;iy (&.kpy;ypad;) 12,500 -
itg;Gf;fisf; Fiwj;jy; - 2023 nrg;lk;gu; 30f;Fs; (&.kpy;ypad;) 3,500 ** -
itg;Gf;fis Klf;Fjy; - -

xOq;FKiwg;gLj;jy; fld;ghLfs; fl;Lg;ghLfs;

nkhj;j fld;ghLfs; kPjhd cr;r vy;iy (&.kpy;ypad;) *** -
fld;ghLfs; nrhj;Jg;gl;bay;fs; msitf; Fiwj;jy; khjk;÷fhyhz;L;÷Mz;L xd;wpw;F (&.kpy;) - -
fld;ghLfspd; Klf;fk; - -

xOq;FKiwg;gLj;jy; fld;toq;fy; fl;Lg;ghLfs;

nkhj;jf; fld; toq;fy; nrhj;Jg;gl;bay; kPjhd cr;rvy;iy (&.kpy;ypad;) 15,500 -
fld; Nfhg;GKiwiaf; Fiwj;jy; - 2023 nrg;lk;gu; 30f;Fs; (&.kpy;ypad;) 2,000 ** -
Gjpa nfhLfld; trjpfis toq;Fjy; mj;Jld;; ÷my;yJ Vw;fdNt cs;s nfhLfld; 

trjpfspd; jtizf; fhyj;ij ePbj;jy; kPjhd fl;Lg;ghLfs;
- -

NtW VNjDk; xOq;FKiwg;gLj;jy; fl;Lg;ghLfs;

njhif (&.kpy;ypadpy;) - -

*  jw;NghJ epWtdj;jpd; fld; kjpg;gPLfis yq;fh Nul;bq; epWtdk; fzpg;gpl;L tUfpwJ

**  yq;if kj;jpa tq;fp> 2023 nrg;nlk;gu; 30 Mk; jpfjpf;Fs;> nkhj;j itg;Gfs; kw;Wk; nkhj;jf; fld; toq;fy; Nfhg;GKiwfs; kPjhd tuk;Gfis KiwNa &.9>000 

kpy;. kw;Wk; &.13>500 kpy;. Mff; Fiwj;Js;sJ.;

*** ,yq;if kj;jpa tq;fp> 2023 Vg;uy; 10 Mk; jpfjp> tu;j;jf Mtzq;fs; Clhf (jpuz;l tl;bAld;) fld; ngWtjw;F> &gh 5>600 kpy;. vd;w cr;rtuk;ig 

tpjpj;Js;sJld;> 2023 A+iy 7 Mk; jpfjpad;W &gh 4>600 kpy;. Mff; Fiwj;jJ.

fzf;fha;thsu; mwpf;ifapy; Fwpg;gplg;gl;Ls;s 41.5 kw;Wk; 44 Mk; ,yf;f Nkyjpf tpguq;fSf;F nfhOk;G gq;Fr; re;ijapd; ,izg;ig;  

(https://www.cse.lk/pages/company-profile/company.profile.component.html?symbol=CRL.N0000) ghu;f;fTk;.

Key audit matter How our audit addressed the key audit matter

Allowance for expected credit losses on financial assets 
carried at amortized cost

As at 31 March 2023, allowance for expected credit losses on 
financial assets carried at amortized cost net of impairment 
allowances amounted to LKR 16.6 Bn as disclosed in notes 
21, 22, 23, & 24 to the financial statements.

This was a key audit matter due to the materiality of the 
reported allowance for expected credit losses which involved 
complex calculations; degree of significant judgements and 
assumptions and level of estimation uncertainty associated 
with estimating future cashflows management expects to 
receive from such financial assets.

Key areas of significant judgments, estimates and 
assumptions used by management in the assessment of the 
allowance for expected credit losses included the following;

• Management overlays to incorporate the current 
economic contraction.

• The Incorporation of forward-looking information such 
that expected cashflows reflect current and anticipated 
future external factors evaluated under different 
economic scenarios and the probability weighting 
determined for each of these scenarios.

In addressing the adequacy of the allowance for expected credit losses on financial 
assets carried at amortized cost, our audit procedures included the following key 
procedures.

• We assessed the alignment of the Company’s allowance for expected credit 
losses computations and underlying methodology including responses to market 
economic volatility with its accounting policies, based on the best available 
information up to the date of our report.

• We evaluated the Internal controls over estimation of credit impairment, which 
included assessing the level of oversight, review and approval of allowance for 
expected credit losses policies and procedures by the Board and management

• We checked the completeness, accuracy and classification of the underlying data 
used in the computation of credit impairment by agreeing details to relevant 
source documents and accounting records of the Company  

• In addition to the above, following procedures were performed. 

For Loan, Lease and Hire Purchase receivables assessed on an individual basis for 
impairment:

– We evaluated the reasonableness of credit quality assessment.

- We checked the arithmetical accuracy of the underlying individual impairment 
calculations.

- We evaluated the reasonableness of key inputs used in provision for credit 
impairment made with particular focus on current economic contraction. 
Such evaluations were carried out considering the customer exposure to 
elevated risk industries, debt moratoriums, status of recovery actions of 
collaterals in forecasting the value and timing of cashflows.

For Loan, Lease and Hire Purchase receivables assessed on a collective basis for 
impairment:

- We tested key inputs as disclosed in note 24 and the calculations used in the 
allowance for expected credit losses.

- We assessed whether judgements used in assumptions and estimates made 
by the management when estimating future cashflows, in the underlying 
methodology and management overlays were reasonable. Our assessment 
included portfolio segmentation, elevated risk industries, evaluating the 
reasonableness of forward-looking information, different economic scenarios 
and probability weighting assigned to each scenario.

We assessed the adequacy of the related financial statement disclosures set out in 
notes 21, 22, 23 & 24 of the financial statements.

Information Technology (IT) systems and internal controls 
over financial reporting 

Company’s financial reporting process is significantly reliant 
on multiple IT systems with automated processes and 
internal controls. Further, key financial statement disclosures 
are prepared using data and reports generated by IT 
systems, that are compiled and formulated with the use of 
spreadsheets. 

Accordingly, IT systems and related internal controls over 
financial reporting were considered a key audit matter.

Our audit procedures included the following;

• We obtained an understanding of the Internal control environment of the 
processes and checked relevant controls relating to financial reporting and related 
disclosures.

• We involved our internal specialized resources to check and evaluate the design 
and operating effectiveness of IT systems and relevant controls, including those 
related to user access and change management. 

• We also obtained a high-level understanding, primarily through inquiry, of the 
cybersecurity risks affecting the company and the actions taken to address these 
risks.

• We checked source data of the reports used to generate disclosures for accuracy 
and completeness, including review of general ledger reconciliations.


